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ATTRACTIVENESS OF COLLABORATIVE 
PLATFORMS FOR SUSTAINABLE E-LEARNING IN 

BUSINESS STUDIES 
Sidhanta Kumar Balabantray, Smrutirekha Das 

Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 
 

 
Abstract 

E-learning platforms have become more and more complex. Their functionality included in learning 

management systems is extended with collaborative platforms, which allow better communication, group 

collaboration, and face-to-face lectures. Universities are facing the challenge of advanced use of these platforms 

to fulfil sustainable learning goals. Better usability and attractiveness became essential in successful e-learning 

platforms, especially due to the more intensive interactivity expected from students. In the study, we researched 

the user experience of students who have used Moodle, Microsoft Teams, and Google Meet. User experience is, 

in most cases, connected with a person’s perception, person’s feelings, and satisfaction with the platform used. 

Data were collected using a standard UEQ questionnaire. With this research, we examined whether user 

experience factors: perceived efficiency, perceived perspicuity, perceived dependability, perceived stimulation, 

and perceived novelty affect perceived attractiveness, which is an important factor in the sustainability of e-

learning tools. The collected data were processed using SmartPLS. The research study showed that all studied 

factors have a statistically significant impact on perceived attractiveness. Factor perceived stimulation has the 

strongest statistically significant impact on the perceived attractiveness of e-learning platforms, followed by 

perceived efficiency, perceived perspicuity, perceived novelty, and perceived dependability. 

Keywords: e-learning platform; collaboration platform; usability; user experience 
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BLOCKCHAIN-BASED IDENTITY MANAGEMENT 
SYSTEM AND SELF-SOVEREIGN IDENTITY 
ECOSYSTEM: A COMPREHENSIVE SURVEY 

Smrutirekha Das, Sumit Kar 
Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 

 
Abstract 

 Identity Management System (IDMS) refers to how users or individuals are identified and authorized to use 

organizational systems and services. Since traditional identity management and authentication systems rely 

heavily on a trusted central authority, they cannot mitigate the effects of single points of failure. As a 

decentralized and distributed public ledger in a peer-to-peer (P2P) network, Blockchain (BC) technology has 

garnered a considerable amount of attention in the field of IDMS in recent years. Through Self-Sovereign 

Identity (SSI), users can have full authority over their digital identity. Successful implementation of a BC-based 

IDMS can significantly increase the degree of privacy and security of a user’s SSI. However, the integration of 

BC-based IMDS to provide a user with SSI is still an unorganized area of research in its early stages of 

development. This article presents an extensive literature review of state-of-the-art academic publications as 

well as commercial market offerings regarding the applicability of BC-based SSI solutions. It also provides a 

detailed preliminary regarding the building blocks of blockchain technology and a progressive roadmap of 

IDMS solutions. In order to develop an effective BC-based IDMS solution that focuses on securing a user’s SSI, 

this article outline five essential components of a BC-based IDMS: authentication, integrity, privacy, trust, and 

simplicity. Furthermore, we perform a security analysis that outlines several types of adversarial threats that can 

cause potential damage to the BC-based IDMS. We identify and discuss associated issues and challenges by 

analyzing several notable BC-based IDMS solutions in academic literature. We also highlight potential research 

gaps and provide future research scope. 

 INDEX TERMS: Block chain, peer-to-peer network, identity management system, self-sovereign identity, 

security. 
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A REVIEW OF ENABLING TECHNOLOGIES FOR 
INTERNET OF MEDICAL THINGS (IOMT) 

ECOSYSTEM 
Sunita Barik, Bright Anand D 

Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 
 

Abstract 

The goal of Internet of Medical Things (IoMT) and digital healthcare systems is to provide people with the ease 

of receiving quality healthcare at the comfort of their homes. Hence, the aim of IoMT is the ubiquitous 

deployment of home-based healthcare systems. Making such systems intelligent and efficient for timely 

prediction of critical diseases can save millions of lives while simultaneously reducing the burden on the 

traditional healthcare systems e.g., hospitals. The advancement in IoT has enabled both patients and doctors to 

access real time data. This advancement has reduced the cost and energy consumption of digital healthcare 

systems by using efficient sensors and communication technologies. This paper provides a comprehensive 

review of various studies conducted for the development and improvement of IoMT. It analyses different 

sensors used for measurement of various parameters ranging from physiological to emotional signals. It also 

provides a detailed investigation of different communication technologies being used, their advantages, and 

limitations. Moreover, digital healthcare systems are now deploying machine learning technology for the 

prediction of health status of patients. These techniques and algorithms are also discussed. Data security and 

prediction accuracy are the main concerns in the development of this area. In conclusion, this paper reviews the 

various digital system designs in the context of healthcare, their methodology, limitations, and the present 

challenges faced by the e-health sector. 



International 
Conference on 

    COMPUTING & COMMUNICATION 
(IC3-2022) 

 

 

  Page-59- 

 

GIET, Baniatangi, Khordha 
www.giet.edu.in 

A SURVEY OF STRATEGIES FOR COMMUNICATION 
NETWORKS TO PROTECT AGAINST LARGE-SCALE 

NATURAL DISASTERS 
Aurobindo Kar, Purnya Prava Nayak 

Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 

 
 

Abstract: 

Recent natural disasters have revealed that emergency networks presently cannot disseminate the necessary 

disaster information, making it difficult to deploy and coordinate relief operations. These disasters have 

reinforced the knowledge that telecommunication networks constitute a critical infrastructure of our society, and 

the urgency in establishing protection mechanisms against disaster-based disruptions. Hence, it is important to 

have emergency networks able to maintain sustainable communication in disaster areas. Moreover, the network 

architecture should be designed so that network connectivity is maintained among nodes outside of the impacted 

area, while ensuring that services for costumers not in the affected area suffer minimal impact. As a first step 

towards achieving disaster resilience, the RECODIS project was formed, and its Working Group 1 members 

conducted a comprehensive literature survey on “strategies for communication networks to protect against large-

scale natural disasters,” which is summarized in this article. 

Index Terms—vulnerability, end-to-end resilience, natural disasters, disaster-based disruptions. 
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REVIEW OF THE INTERNET OF THINGS 
COMMUNICATION TECHNOLOGIES IN SMART 

AGRICULTURE AND CHALLENGES 
Satya Krishna. V, P.Karunakar Reddy 

Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 
 

Abstract: 

The advent of Internet of Things (IoT) spurred a new direction of research in agriculture, and various IoT 

communication technologies are used to connect with different devices in different layers. With the rapid 

increasing number of studies and projects about IoT-based smart agriculture, information got scattered and the 

involved communication technologies were not been analyzed and discussed before in other reviews. Intending 

to identify and review scientifically validated literature on IoT communication technologies in smart agriculture, 

this study critically summarizes the recent research pertinent to the smart agriculture with IoT communication 

technologies. The employed method was a thorough search from these three databases, namely: ScienceDirect, 

IEEE Xplore, and Scopus. Total 94 research articles were reviewed after the total of 886 titles being scanned for 

relevance. The monitored parameters by sensors and communication technologies associated with IoT-based 

smart agriculture applications are analyzed comprehensively, as well as some specific issues, challenges, and 

recommendations in IoT applications in agriculture. The study provides reference for researchers, and more 

burgeoning communication technologies should be applied in agriculture to realize the great-leap forward 

development in smart agriculture. 
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SMART GRID COMMUNICATION TECHNOLOGIES- 
OVERVIEW, RESEARCH CHALLENGES AND 

OPPORTUNITIES 
Banoj Kumar Panda, Subhasish Mohanty 

Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 
 

 
Abstract 

The smart grid a new generation of standard power distribution grid. The communication infrastructure is 

critical for the successful operation of the modern smart grids. The use of communication technologies ensures 

the reduction of energy consumption, optimal operation of the smart grid and coordination between all smart 

grids' components from generation to the end users. This paper presents an overview of existing communication 

technologies such as ZigBee, WLAN, cellular communication, WiMAX, Power Line Communication (PLC), 

their implementation in smart grids, advantages and disadvantages. Moreover, the paper shows comparison of 

communication infrastructure between the legacy grid and the smart grid and smart grid communication 

standards. The paper also presents research challenges and future trends in communication systems for smart 

grid application. 
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PRIVACY-PRESERVING MACHINE LEARNING: 
METHODS, CHALLENGES AND DIRECTIONS 

Bijaya Nanda, Chinmaya Ranjan Pattnaik 
Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 

 
Abstract  

Machine learning (ML) is increasingly being adopted in a wide variety of application domains. Usually, a well-

performing ML model, especially, emerging deep neural network model, relies on a large volume of training 

data and high-powered computational resources. The need for a vast volume of available data raises serious 

privacy concerns because of the risk of leakage of highly privacy-sensitive information and the evolving 

regulatory environments that increasingly restrict access to and use of privacy-sensitive data. Furthermore, a 

trained ML model may also be vulnerable to adversarial attacks such as membership/property inference attacks 

and model inversion attacks. Hence, well-designed privacy-preserving ML (PPML) solutions are crucial and 

have attracted increasing research interest from academia and industry. More and more efforts of PPML are 

proposed via integrating privacy-preserving techniques into ML algorithms, fusing privacy-preserving 

approaches into ML pipeline, or designing various privacy-preserving architectures for existing ML systems. In 

particular, existing PPML arts cross-cut ML, system, security, and privacy; hence, there is a critical need to 

understand state-of-art studies, related challenges, and a roadmap for future research. This paper systematically 

reviews and summarizes existing privacy-preserving approaches and proposes a PGU model to guide evaluation 

for various PPML solutions through elaborately decomposing their privacy-preserving functionalities. The PGU 

model is designed as the triad of Phase, Guarantee, and technical Utility. Furthermore, we also discuss the 

unique characteristics and challenges of PPML and outline possible directions of future work that benefit a wide 

range of research communities among ML, distributed systems, security, and privacy areas. 
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SOFTWARE-DEFINED NETWORKING SECURITY 
CHALLENGES AND SOLUTIONS: A 

COMPREHENSIVE SURVEY 
K.G.S. Venkatesan, Sunita Barik 

Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 

 
Abstract: 

Software-Defined Networking (SDN) has revolutionized the networking field by addressing scalability, 

flexibility, and control mechanism issues, which are present in Traditional Networks. One of the major 

advantages of SDN over Traditional Networks is centralized control over the network. In Traditional Networks, 

no separate Control Layer is present, due to which configuration and management of the network become 

extremely difficult. SDN introduces a separate Control Layer, which makes network management an easy and 

reliable process. Network management is now flexible and does not require expensive hardware and 

configuration changes. From this, not only the network administrator but also the network intruder benefits. 

SDN separates the Control and Data Plane of the Network. Due to the separation of the Control Plane, 

DoS/DDoS attacks on SDN Controller can cause a Single Point of Failure of the entire network, and hence 

security becomes vital for SDN. In this paper, the security challenges of all three layers of SDN, and solutions 

that need to be taken by the network administrator has been discussed. Various key benefits of SDN Security has 

been discussed in this paper. SDN security remains one of the hot topics in the field of networking, and our main 

goal remains to review the major security advancements, with their scope and limitations. 

 Keywords: Distributed Denial-of-Service, Open Network Operating System, OpenDaylight, Intrusion Detection 

System, Blockchain 
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WIRELESS POWER TRANSFER 

Sushil Kumar Pati, Madhulita Mohapatra 
Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 

 
Abstract: 
 
The ubiquitous nature and the proliferation of mobile devices has made wireless power transfer 

(WPT) a very important area of research. The flexibility and cost effectiveness of charging these 

enormous devices in our world without having to connect physically to any electrical port especially 

when the user is indisposed to do so is a very attractive characteristic of WPT. Conventional means of 

charging the batteries of these mobile devices are wired which invariably means they require physical 

connection to power sources through electrical cables. Electric power is transmitted wirelessly when a 

magnetic field produced by the inductive coupling of coils or electrical field produced by the 

capacitive coupling between electrodes is transferred over a short distance through the air interface 

and later received by an antenna for utilization. This article gives a detailed review of the existing 

wireless power transfer technologies, principles of operation, applications and the opportunities for 

future research in this area of emerging technology. However, WPT has some drawbacks but it is a 

disruptive technology with the ability to revolutionize the dynamics of mobile wireless systems, 

internet of things and other allied future technologies 
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OVERVIEW ON THE BLOCKCHAIN-BASED SUPPLY 
CHAIN SYSTEMATICS AND THEIR SCALABILITY 

TOOLS 
K.Muralibabu, Dhaneswar Parida 

Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 

 
Abstract  

Modern IT technologies shaped the shift in economic models with many advantages on cost, optimization, and 

time to market. This economic shift has increased the need for transparency and traceability in supply chain 

platforms to achieve trust among partners. Distributed ledger technology (DLT) is proposed to enable supply 

chains systems with trust requirements. In this paper, we investigate the existing DLT-based supply chain 

projects to show their technical part and limitations and extract the tools and techniques used to avoid the DLT 

scalability issue. We then set the requirements for a typical DLT-based supply chain in this context. The analyses 

are based on the scalability metrics such as computing, data storage, and transaction fees that fit the typical 

supply chain system. This paper highlights the effects of Blockchain techniques on scalability and their 

incorporation in supply chains systems. It also presents other existing solutions that can be applied to the supply 

chain. The investigation shows the necessity of having such tools in supply chains and developing them to 

achieve an efficient and scalable system. The paper calls for further scalability enhancements throughout 

introducing new tools and/or reutilize the current ones. 
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DIGITAL TWIN APPLICATIONS: A SURVEY OF 
RECENT ADVANCES AND CHALLENGES 

Aurobindo Kar, Purnya Prava Nayak 
Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 

 
Abstract: 

 Industry 4.0 integrates a series of emerging technologies, such as the Internet of Things (IoT), cyber-physical 

systems (CPS), cloud computing, and big data, and aims to improve operational efficiency and accelerate 

productivity inside the industrial environment. This article provides a series of information about the required 

structure to adopt Industry 4.0 approaches and a brief review of related concepts to finally identify challenges 

and research opportunities to envision the adoption of so-called digital twins. We want to pay attention to 

upgrading older systems aiming to provide the well-known advantages of Industry 4.0 to such legacy systems as 

reducing production costs, increasing efficiency, acquiring better robustness of equipment, and reaching 

advanced process connectivity.  

Keywords: industry 4.0; industrial cyber-physical system; industrial digital twin 
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ADVANCED INTERFERENCE MANAGEMENT 
TECHNIQUE: POTENTIALS AND LIMITATIONS 

Smruti Ranjan Nayak, Abhishek Mohanty 
Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 

 
Abstract: 

Interference management has the potential to improve spectrum efficiency in current and next generation 

wireless systems (e.g., 3GPP LTE and IEEE 802.11). Recently, new paradigms for interference management 

have emerged to tackle interference in a general class of wireless networks: interference shaping and 

interference exploitation. Interference shaping is a technique that creates a particular linear combination of 

interference signals when transmitters propagate signals to minimize the aggregated interference effect at each 

receiver. Interference exploitation is a method that harnesses interference in decoding as side information to 

improve data rates. Both approaches offer better performance in interference-limited communication regimes 

than traditionally thought possible. This article provides a high-level overview of several different interference 

shaping and exploitation techniques for single-hop, multihop, and multi-way network architectures with 

graphical illustrations. The article concludes with a discussion of practical challenges associated with adopting 

sophisticated interference management strategies in the future. 
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MOBILE CLOUD COMPUTING: CHALLENGES AND 
FUTURE RESEARCH DIRECTIONS 

Prakash Chandra Jena, Batakrishna Tripathy 
Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 

 
Abstract:  

In society today, mobile communication and mobile computing have a significant role in every aspect of our 

lives, both personal and public communication. However, the growth in mobile computing usage can be 

enhanced by integrating mobile computing into cloud computing. This will result in emerging a new model 

called Mobile Cloud Computing (MCC) that has recently attracted much attention in academic sector. In this 

work, the main challenges and issues related to MCC are outlined. We also present the recent work and 

countermeasure solutions that are proposed by researchers to counter the challenges and lastly, crucial open 

research and issues that direct future research are highlighted. 

Keywords — Cloud Computing, Computational Offloading, Mobile Computing, Security and Privacy 
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Smrutirekha Das, Madhulita Mohapatra 
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Abstract: 

The rapid integration of information and communication technologies (ICTs) into the healthcare field has led to 

significant advancements, including the development of electronic health records, telemedicine, big data 

analytics, and artificial intelligence. These technologies have revolutionized medical care by improving 

accessibility, enhancing quality, and facilitating personalized treatments. However, with these advancements, the 

issue of health information privacy has become increasingly prominent. This article examines the interplay 

between ICTs and the right to informational privacy in the healthcare field. More specifically, it explores the 

core principles of informational privacy by outlining its legal and ethical facets while also underscoring the 

importance of maintaining the confidentiality and security of personal health information (PHI). The essay also 

examines the challenges threatening informational privacy—including data breaches, inadequate regulatory 

frameworks, and ethical dilemmas surrounding big data and AI. Simultaneously, the article identifies 

opportunities for enhancing privacy protections, including introducing technological innovations, and 

strengthening legal and regulatory frameworks. The piece also offers practical recommendations for various 

stakeholders—such as policymakers, healthcare providers, and individuals—for ensuring the protection of PHI. 

In conclusion, this article emphasizes the importance of striking a delicate balance between leveraging the 

benefits of ICTs and protecting informational privacy, which is a prerequisite for fostering a resilient, equitable, 

and patient-centered healthcare system. Keywords: health care; informational privacy; information and 

communication technologies; personal health information; privacy protection. 
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Abstract: 

Beyond line of sight communication is important as it provides, for example, tactical data sharing for military 

advantage. Satellite communication (SATCOM) is the only technology that provides this capability. Recent 

advances in micro-electronics technology have significantly enhanced the capability of SATCOM systems in 

terms of their ability to reprogram and reconfigure. Moreover, signal processing units can be simulated using 

software-defined radios. But a growing demand for high data rates and user anonymity, requiring 

implementation of higher-order modulation, multiplexing and efficient spread spectrum schemes, pose new 

challenges for SATCOM. These are compounded in the presence of reliability and low latency requirements for 

tactical communication as well as communication between various satellite technologies in the future such as 

constellations and 5G technology. In this survey, we review the state-of-the-art in SATCOM systems with 

respect to modulation, multiplexing, channel encoding and software-based implementations and discuss future 

challenges. 

Index Terms—Satellite communication, high-throughput, software-defined radio, modulation, multiplexing, 

channel encoding 
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Abstract 

During last decade the deployment of multimedia and real-time applications over the network has grown with 

large interest. There are some parameters like service level agreements and quality of service such as delay, 

jitter, and packet loss on which the progress of these multimedia and real time applications depend. Though 

Multicasting is UDP based, but it is a very efficient group communication technique, it enhances efficiency by 

controlling network traffic and by reducing server and CPU load. Multicast optimizes performance by 

eliminating traffic redundancy and it is also helpful in distributed applications as well. Multicasting is a novel 

area of research in which broad scope of development is possible. In this paper, we are working on Quality of 

Services and Quality of Experiences and will provide an adaptive approach for data packet in terms of jitter by 

using the queuing mechanism. Our goal is to improve the performance of Multicast communication. The 

performance of the Multicast communication is calculated in terms of the throughput, packet loss, link 

utilization, delay and mean opinion score. 



International 
Conference on 

    COMPUTING & COMMUNICATION 
(IC3-2022) 

 

 

  Page-72- 

 

GIET, Baniatangi, Khordha 
www.giet.edu.in 
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PROTOCOLS : REVIEW 
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Abstract: 

Internet of Things (IoT) consists of smart devices that communicate with each other. It enables these devices to 

collect and exchange data. Besides, IoT has now a wide range of life applications such as industry, 

transportation, logistics, healthcare, smart environment, as well as personal, social gaming robot, and city 

information. Smart devices can have wired or wireless connection. As far as the wireless IoT is the main 

concern, many different wireless communication technologies and protocols can be used to connect the smart 

device such as Internet Protocol Version 6 (IPv6), over Low power Wireless Personal Area Networks 

(6LoWPAN), ZigBee, Bluetooth Low Energy (BLE), Z-Wave and Near Field Communication (NFC). They are 

short range standard network protocols, while SigFox and Cellular are Low Power Wide Area Network 

(LPWAN).standard protocols. This paper will be an attempt to review different communication protocols in IoT. 

In addition, it will compare between commonly IoT communication protocols, with an emphasis on the main 

features and behaviors of various metrics of power consumption security spreading data rate, and other features. 

This comparison aims at presenting guidelines for the researchers to be able to select the right protocol for 

different applications.  

Keywords: 6LoWPAN, AES, ASK, BLE, BPSK, BT, CCK, COFDM, DBPSK, DSSS, ESP, FHSS, ICT, IoT, 

IPv6, MAC, NFC, RC4, WPAN, WSNs, OFDM, O-QPSK, TDMS and UNB. 
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Abstract: 

Traffic over mobile cellular networks has significantly increased over the past decade, and with the introduction 

of 5G there is a growing focus on throughput capacity, reliability, and low latency to meet the demands of new 

and innovative applications. Multi-access Edge Computing (MEC) is being developed to achieve a series of 

challenges posed by the introduction of new applications and services that require ultra-low latency and high 

bandwidth. This article is a comprehensive survey of recent advances in MEC and provides a description of the 

MEC concept, framework, and capabilities. We also summarize a set of MEC technology enablers including 

Software Defined Networking, Network Function Virtualization, Information-Centric Networking, Service 

Function Chaining, Cloud-Radio Access Networks, Fog-computing based Radio Access Networks and Network 

Slicing. The MEC use cases and the open research challenges are presented. 

Keywords: Multi-access Edge Computing Software Defined Networking Network Function Virtualization 

Information-Centric Networking Service Function Chaining Network Slicing Cloud-Radio Access Network 

Fog-computing based Radio Access Network. 
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Abstract 

Edge AI and Human Augmentation are two major technology trends, driven by recent advancements in edge 

computing, IoT, and AI accelerators. As humans, things, and AI continue to grow closer together, systems 

engineers and researchers are faced with new and unique challenges. In this paper, we analyze the role of edge 

computing and AI in the cyberhuman evolution, and identify challenges that edge computing systems will 

consequently be faced with. We take a closer look at how a cyber-physical fabric will be complemented by AI 

operationalization to enable seamless end-to-end edge intelligence systems.  

Index Terms—edge AI, human augmentation, edge intelligence, edge computing, AI systems, AI operations 
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HUMAN-COMPUTER INTERACTION: ENHANCING 
USER EXPERIENCE IN INTERACTIVE SYSTEMS 

Satya Krishna. V, P.Karunakar Reddy 
Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 

ABSTRACT 

In this research, we investigate how human-computer interaction (HCI) can be used to improve the user 

experience (UX) of interactive systems. Studies in cognitive psychology, information processing, and human 

factors are examined as they relate to the development of HCI. It highlights how HCI has shifted its focus from 

functionality to user-friendliness, teaching ability, efficiency, enjoyment, and emotion. To better understand the 

current state of HCI and UX research, practice, and theory, a systematic literature study is performed. Focusing 

on users' goals wants, and characteristics at every stage of the design process is central to user-centered design 

(UCD) ideas and approaches, which are discussed at length in this article. We investigate usability testing as a 

crucial technique for bettering HCI, focusing on its advantages in pinpointing usability problems, boosting 

system efficacy, and boosting user pleasure. Methods for creating tests, finding participants, collecting data, and 

analyzing results are discussed. The importance of prototype methods in HCI and user-centric design is also 

emphasized in the study. This article delves into the practice of creating prototypes to collect user feedback, 

iterate designs, and perfect interactive systems. Techniques covered include paper prototyping, interactive 

wireframes, and high-fidelity prototypes. We propose interaction design frameworks like the User-Centered 

Design Process (UCDP) and the Double Diamond model to help designers prioritize users when developing 

interactive systems. The study also delves into how technologies like augmented reality, virtual reality, natural 

language processing, machine learning, and gesture-based interfaces have revolutionized HCI in recent years. 

The paper defends user-centric design's place in HCI, pointing out how UX affects user happiness, participation, 

and output. Researchers and practitioners in HCI and software engineering can greatly benefit from this paper's 

findings.  

KEYWORDS: Human-computer interaction, HCI, User Experience, Software, UCD. 
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Abstract: 

Computing and communication are getting increasingly ubiquitous with the inclusion of sophisticated devices 

like electric vehicles, smart phones and other house hold appliances. Due to the constant evolution in Internet of 

Things (IoT), the process of collaboration of these devices at a mass scale in order to provide improved and 

better services to the society. Traditional mechanisms which are used to sustain privacy and security become 

incapable from achieving the same for IoT systems having distributed or decentralized topology. Distributed 

Ledger Technologies (DLT), an emerging digital technology, consists of different kinds of decentralized data 

structures to ensure immutability by linking blocks using cryptographic measures. DLT has the ability to ensure 

privacy, security and distributed or decentralized computations with adhering to the constraints of IoT nodes. 

This study is motivated due to the lack of an in-depth analysis on how the characteristics of DLT can be 

exploited to secure IoT systems. So, an in depth overview of DLT along with some of the existing solutions to 

meet security requirements of IoT systems employing DLT have been provided in this paper. With respect to 

integrating DLT with IoT, this article also highlights the different challenges.  

Index Terms—Distributed Ledger Technologies (DLT), Internet of Things (IoT), Security, Privacy. 
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Abstract 

Patients’ medical records are critical to services, it helps to prevent errors in prescriptions and medications. 

Despite the understanding of these consequential risks to patients, medical errors remain prevalence in South 

Africa and many parts of the world. Empirically, this study reports medical errors and their consequences to 

patients. Qualitative and quantitative data relating to healthcare services delivery were used. The interpretation 

of the data reveals that medical errors manifest wrong medications, misrepresentations in prescriptions and 

mismanagement by facility. Also, patients’ lack of access to medical records and the use of incomplete medical 

records were other factors identified. This study lays justification and motivation for patients’ unique identifier, 

which contributes to improving the quality of healthcare service delivery. 

Keywords: Healthcare, Medical errors, Healthcare service, Health in Africa, Medical records. 
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Abstract 

Interoperability allows seamless data exchange among the heterogeneous networks and is a crucial problem for 

the growth of forthcoming 6G networks. The research has focussed on the interoperability issues in the Internet 

of Things (IoT) related to cross-domain and cross-platform applications. However, the future 6G communication 

networks are not limited to interoperating with IoT. The 6G networks must interoperate with the Wearable IoT 

(WIoT), brain abstracted Internet of Thinking (IoTk), Internet of Everything, and other space and undersea 

networks. The network softwarization, slicing, and intelligentization techniques are envisioned to support 

seamless data exchange between 6G and other heterogeneous networks. However, to successfully achieve the 

goal of global 360◦ connectivity in 3D space, interoperability issues with heterogeneous services, applications, 

protocols, networks, etc., must be solved. The integration and interoperability of 6G networks with all 

aforementioned heterogeneous networks are inevitable to realize the goals of 3D communication successfully. 

The paper proposes a taxonomy to provide deep insights into interoperability issues, challenges, and possible 

solutions for 6G interoperability with WIoT, IoTk, IoE, and other networks. Though the techniques mentioned 

above in 6G networks will allow interoperable solutions, the integration and interoperability issues persist due to 

heterogeneities in high-frequency bands, base stations, technologies, device identities, protocols, and interfaces. 

The paper summarizes significant challenges regarding interoperability issues in various areas related to 6G and 

highlights the broad scope to further research. 

Keywords: Interoperability, 6G, Internet of Thinking (IoTk), heterogeneous, Wearable Internet of Things 

(WIoT). 
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Abstract 

 Wireless Sensor Networks (WSN) include a large number of sensor nodes that are connected to each other with 

the limitations in energy sources, battery life, memory, mobility and computational capacity. Since the 

traditional layered architecture was appropriate only for the wired network. It works within a strict boundary 

that leads to more energy usage as well as more communication traffic. It also impacts on the overall network 

lifespan and performance of the system. Energy efficiency and network lifespan are the primary concern of 

WSN due to the fact that each node in the network operates with extremely limited energy. Recent studies have 

shown that the Open System Interconnection (OSI) model cannot meet the demands of the wireless sensor 

network. To overcome such limitations, the cross-layer design has been introduced. It allows direct interactions 

between protocol at non-adjacent layers. In this paper, we present different types of cross-layer design 

techniques in Wireless Sensor Network (WSN) and discusses several cross-layer proposals given by researchers. 

At the end, the paper highlights some challenges faced in implementing CLD in Wireless Sensor Networks. 

Keywords: Cross-Layer Design (CLD) Cross-layer Framework (CLF) Data management Framework Energy 

efficiency Quality of Service (QoS) TinyCubus Wireless Sensor Network (WSN) 
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Abstract:  

This study proposes a novel strategy for enhancing low-latency control performance in Wireless Networked 

Control Systems (WNCSs) through the integration of edge computing. Traditional networked control systems 

require the receipt of raw data from remote sensors to enable the controller to generate an appropriate control 

command, a process that can result in substantial periodic communication traffic and consequent performance 

degradation in some applications. To counteract this, we suggest the use of edge computing to preprocess the 

raw data, extract the essential features, and subsequently transmit them. Additionally, we introduce an adaptive 

scheme designed to curtail frequent data traffic by adaptively modifying periodic data transmission based on 

necessity. This scheme is achieved by refraining from data transmission when a comparative analysis of the 

previously transmitted and newly generated data shows no significant change. The effectiveness of our proposed 

strategy is empirically validated through experiments conducted on a remote control system testbed using a 

mobile robot that navigates the road by utilizing camera information. Through leveraging edge computing, only 

3.42% of the raw data was transmitted. Our adaptive scheme reduced the transmission frequency by 20%, while 

maintaining an acceptable control performance. Moreover, we conducted a comparative analysis between our 

proposed solution and the state-of-the-art communication framework, WebRTC technology. The results 

demonstrate that our method effectively reduces the latency by 58.16% compared to utilizing the WebRTC alone 

in a 5G environment. The experimental results confirm that our proposed strategy significantly improves the 

latency performance of a WNCS. 

Keywords: wireless networked control system; edge computing; low latency; testbed 
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Abstract 

IoT, a heterogeneous interconnection of smart devices, is a great platform to develop novel mobile applications. 

Resource constrained smart devices, however, often become the bottlenecks to fully realize such developments, 

especially when it comes to intensive-computation-oriented and low-latency-demanding applications. MEC is a 

promising approach to address such challenges. In this article, we focus on MEC applications for IoT, and 

address energy efficiency as well as offloading performance of such applications in terms of end-user 

experience. In this regard, we present a mobility-aware hierarchical MEC framework for green and low-latency 

IoT. We deploy a game theoretic approach for computation offloading in order to optimize the utility of the 

service providers while also reducing the energy cost and the task execution time of the smart devices. 

Numerical results indicate that the proposed scheme does brings significant enhancement in both energy 

efficiency and latency performance of MEC applications for IoT. 
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Abstract: 

 
Cognitive radio (CR) systems can enhance the licensed spectrum efficiency by finding and allocating the 

underutilized channels of the primary users to the secondary users. After scanning a wide range of spectrum. A 

general CR system needs to utilize all the available channels of various bandwidths. Whenever the active 

primary users appear, the secondary users shall return the borrowed channels, causing interruption even during a 

transmission period. The behavior of changing the operating channels is called hopping mode in this paper. In 

this paper we propose an improved preemptive resume priority (PRP) M/G/1 queueing network model for such 

a general CR system, aiming to characterize the impacts of hopping-mode behaviors and various bandwidth on 

the delay performance of the secondary users. We further propose a probability-based various-bandwidth 

channel selection scheme to reduce the overall system time for the hopping-mode secondary users with multiple 

interruptions, where the overall system time is defined as the sum of transmission time and waiting time. Our 

analytical results, validated by simulations, show that the proposed probability-based various-bandwidth channel 

selection scheme can improve the overall system time by 20% compared to the existing methods. 
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Abstract: 

Network Function Virtualization (NFV) is an emerging network architecture that employs the concept of 

virtualization and allows the consolidation of many network services on top of an industry standard off-the-shelf 

server. This decoupling of network functions and services from dedicated and expensive hardware appliances 

has led the Enterprise and Service Providers to increasingly make use of Virtualized Network Functions (VNFs) 

to reap the benefits of reduced capital and operational expenses. Total cost of ownership calculations however 

are typically a function of the attainable network throughput and performance, which in a virtualized system is 

highly dependent on the overall system architecture. The number of VNFs running on the server, their I/O 

demands, the performance characterization of the underlying hypervisor scheduler, or the packet path from 

physical interfaces into the VNFs are examples of how the system architecture can influence overall 

performance and throughput. This article provides the challenges of deploying VNFs on a virtualized system 

architecture and analyzes the impact of the architecture on the overall VNF performance under both single-VNF 

and multi-VNF configurations. 
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Abstract 

 Just construction of tall buildings alone does not make a smart city. A smart city should comprise of 

free wifi access, mobile accessibility, surveillance security to avoid cyber threats, reduction in carbon 

emission and footprints, easier and faster commutes, etc. which ultimately should provide a hassle 

free, healthier, qualitative and safe environment for the public. These can be attained by availing the 

green building technology, Internet of Things (IoT), Artificial Intelligence (AI), and cloud computing 

etc. These can be achieved only when the private and public sector acts in coordination with the 

government and the technical department. 

Keywords: smart city, sustainability, green building technology, AI, IoT, cloud computing. 
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Abstract 

The exponential growth of the Internet of Things (IoT) technology poses various challenges to the 

classic centralized cloud computing paradigm, including high latency, limited capacity, and network 

failure. Cloud computing and Fog computing carry the cloud closer to IoT computers in order to 

overcome these problems. Cloud and Fog provide IoT processing and storage of IoT items locally 

instead of sending them to the cloud. Cloud and Fog provide quicker reactions and better efficiency in 

conjunction with the cloud. Cloud and fog computing should also be viewed as the safest approach to 

ensure that IoT delivers reliable and stable resources to multiple IoT customers. This article discusses 

the latest in cloud and Fog computing and their convergence with IoT by stressing deployment's 

advantages and complexities. It also concentrates on cloud and Fog design and new IoT technologies, 

enhanced by utilizing the cloud and Fog model. Finally, transparent topics are addressed, along with 

potential testing recommendations for cloud storage and Fog computing, and IoT. 

Keywords— Cloud Computing, Fog Computing, Internet of Things (IoT). I. INTRODU 
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Abstract: 

 
Authentication is a fundamental issue to any trust-oriented computing system and also a critical part in many 

security protocols. Performing authentication is notoriously difficult. Biometrics has been widely used and 

adopted as a promising authentication method due to its advantages over some existing methods, particularly, its 

resistance to losses incurred by theft of passwords and smart cards. However, biometrics introduces its own 

challenges, such as being irreplaceable once compromised. Moreover, the use of biometrics introduces privacy 

concern. In this paper, we propose a simple yet effective biometrics-based authentication solution. The proposed 

approach introduces new constructs - Reference Subject and Biometric Capsule, and stores the ``difference'' 

(called Biometric Capsule) between the user and the Reference Subject for authentication without revealing a 

user's original biometric information. This approach supports replaceability and protect users' privacy. 

Moreover, the proposed approach creates more advantages: (a) being user-friendly without any additional 

burden on users and possessing one-for-all power; (b) being generic enough to be applied to various biometrics 

(e.g., fingerprint, face, iris) or combinations of them; and (c) being adaptive in terms of security and privacy to 

fit different authentication models, application requirements, available resources, and trusted or non-fully-

trusted environments. The experimental results on iris validate its performance and prove it a practical 

mechanism. 
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Abstract: 

The number of connected Internet of Things (IoT) devices are expected to reach over 20 billion by 2020. These 

range from basic sensor nodes that log and report the data to the ones that are capable of processing the 

incoming information and taking an action accordingly. Machine learning, and in particular deep learning, is the 

de facto processing paradigm for intelligently processing these immense volumes of data. However, the resource 

inhibited environment of IoT devices, owing to their limited energy budget and low compute capabilities, render 

them a challenging platform for deployment of desired data analytics. This paper provides an overview of the 

current and emerging trends in designing highly efficient, reliable, secure and scalable machine learning 

architectures for such devices. The paper highlights the focal challenges and obstacles being faced by the 

community in achieving its desired goals. The paper further presents a roadmap that can help in addressing the 

highlighted challenges and thereby designing scalable, high-performance, and energy efficient architectures for 

performing machine learning on the edge. 
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Abstract : 

The ever-growing volume, variety, and velocity of data generated by communication systems presents both 

challenges and opportunities for network optimization. This conference explores the application of big data 

analytics to improve communication system performance. We will discuss techniques for data collection, 

storage, and analysis, along with the use of machine learning and artificial intelligence to extract valuable 

insights from network data. Key application areas include resource management, network planning, congestion 

control, and improved user experience. The conference will bring together researchers, engineers, and industry 

professionals to share knowledge and explore the future of big data-driven communication systems. 

Keywords: Big Data, Communication Systems, Network Optimization, Machine Learning, Artificial 

Intelligence, Resource Management, Network Planning, Congestion Control, User Experience. 

  



International 
Conference on 

    COMPUTING & COMMUNICATION 
(IC3-2022) 

 

 

  Page-89- 

 

GIET, Baniatangi, Khordha 
www.giet.edu.in 

MESSAGE FROM THE GREENCOM 2022 GENERAL 
CHAIRS AND PROGRAM CHAIRS: ITHINGS-GREENCOM-

CPSCOM-SMARTDATA-CYBERMATICS 2022 
Satya Krishna. V, P.Karunakar Reddy 

Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 
 

Abstract: 

The joint conference iThings-GreenCom-CPSCom-SmartData-Cybermatics 2021 serves as a premier forum for 

researchers, practitioners, and industry experts to exchange insights and innovations in the realm of intelligent 

systems and green computing. With a focus on sustainability, this interdisciplinary event fosters collaboration 

towards building eco-friendly smart technologies that address societal challenges. 

Topics encompass the Internet of Things (IoT), green computing, Cyber-Physical Systems (CPS), Smart Data, 

and Cybermatics, highlighting their interconnectedness and potential for positive impact. Through keynote 

speeches, technical sessions, and interactive discussions, participants explore cutting-edge research, practical 

applications, and emerging trends in sustainable smart systems. 

We invite contributions that push the boundaries of traditional paradigms, emphasizing energy efficiency, 

resource optimization, and environmental stewardship. Together, let us forge a path towards a more sustainable 

future, where intelligent technologies empower communities, preserve natural resources, and enhance quality of 

life. Join us at iThings-GreenCom-CPSCom-SmartData-Cybermatics 2022 to shape the next generation of smart 

and sustainable systems. 
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Abstract: 

This conference explores the transformative impact of Virtual Reality (VR) and Augmented Reality (AR) on 

communication practices. As these immersive technologies continue to evolve, they reshape the landscape of 

interpersonal, organizational, and mass communication. VR offers simulated environments that enable users to 

interact and communicate in novel ways, fostering experiential learning and empathy-building. AR overlays 

digital content onto the physical world, enriching real-time communication and enhancing user experiences. 

From telepresence applications to immersive storytelling, VR and AR offer unprecedented opportunities for 

engagement and collaboration across diverse contexts. This interdisciplinary conference invites scholars, 

practitioners, and industry professionals to explore the theoretical foundations, methodological approaches, and 

practical implications of integrating VR and AR into communication processes. Through presentations, 

workshops, and discussions, participants will examine the challenges and opportunities of leveraging these 

technologies to enhance communication effectiveness and foster meaningful connections in an increasingly 

digital world. 

Keywords: Virtual Reality, Augmented Reality, Immersive Communication, Experiential Learning, Empathy-

building, Telepresence, Storytelling, Engagement, Collaboration, Digital Age. 
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Abstract:  

This paper investigates the dynamic intersection of Social Media Analytics and Communication Trends, 

shedding light on the evolving landscape of digital discourse. Social Media Analytics leverages data-driven 

approaches to unearth actionable insights from vast online interactions, informing strategic communication 

decisions. As social platforms evolve, understanding emerging trends becomes pivotal in navigating the ever-

changing digital ecosystem. From sentiment analysis to influencer marketing, this event delves into cutting-edge 

methodologies and best practices for harnessing social data to drive engagement and enhance communication 

effectiveness. Scholars, analysts, and industry professionals are invited to explore innovative strategies, case 

studies, and ethical considerations in social media analytics. Through interactive sessions and workshops, 

participants will glean valuable insights and forge connections at the forefront of contemporary communication 

research and practice. 

Keywords: Social Media Analytics, Communication Trends, Digital Discourse, Data-driven Insights, Sentiment 

Analysis, Influencer Marketing, Engagement, Communication Effectiveness, Methodologies, Ethics. 



International 
Conference on 

    COMPUTING & COMMUNICATION 
(IC3-2022) 

 

 

  Page-92- 

 

GIET, Baniatangi, Khordha 
www.giet.edu.in 

FUTURE DIRECTIONS IN MOBILE 
COMMUNICATION 

Saswati Pattnaik, Madhulita Mohapatra 
Gandhi Institute for Education and Technology, Baniatangi, Bhubaneswar 

 
Abstract:  

This conference examines the transformative trajectory of mobile communication, focusing on the evolution 

from 5G to future technologies. 5G networks have revolutionized connectivity, enabling unprecedented speeds 

and low latency, but the journey doesn't end there. As we envision the next generation of mobile 

communication, exploring future directions becomes imperative. From enhanced mobile broadband to massive 

machine-type communication and ultra-reliable low-latency communication, the landscape of possibilities is 

vast. This event gathers researchers, engineers, and industry leaders to discuss emerging technologies, standards, 

and applications shaping the future of mobile communication. Through presentations, panels, and 

demonstrations, participants will delve into key challenges and opportunities on the path towards realizing the 

full potential of 5G and beyond. 

Keywords: 5G, Mobile Communication, Future Technologies, Connectivity, Enhanced Mobile Broadband, 

Massive Machine-Type Communication, Ultra-Reliable Low-Latency Communication, Standards, Applications. 
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Abstract:  

This conference explores the paradigm shift brought by Software-Defined Networking (SDN) in communication 

infrastructure. SDN decouples network control and data forwarding, offering dynamic, programmable, and 

centralized management. By abstracting network functionality, SDN enables unprecedented flexibility and 

scalability, empowering communication networks to adapt to evolving demands efficiently. From optimizing 

resource allocation to enhancing security and enabling innovative services, SDN reshapes the very fabric of 

communication infrastructure. Researchers, engineers, and industry experts convene to discuss cutting-edge 

developments, challenges, and opportunities in SDN deployment and integration. Through presentations, 

workshops, and demonstrations, participants will delve into key aspects such as network virtualization, 

orchestration, and software-defined security, charting the course for the future of communication infrastructure. 

Keywords: Software-Defined Networking, Communication Infrastructure, Network Control, Programmability, 

Flexibility, Scalability, Resource Allocation, Security, Network Virtualization, Orchestration. 
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